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We know this will be difficult for those who are not yet able to claim, but by 
starting small, we can develop and improve the service, meaning payments 
will be made sooner and more efficiently for everyone. 

We will update you regularly about how the claims process is working as 
IBCA processes these first claims. Sir Robert and I will continue our 
meetings with groups and members of the community, and we will be happy 
to discuss progress when we meet too. 

You do not need to contact us or the infected blood support schemes to ask 
when claims will be open. We will update you before this happens so that 
you know when to apply and what to do at that stage. 

Best wishes 

David Foley 

Interim Chief Executive, Infected Blood Compensation Authority 

A quick reminder - please be aware of 
fraud 
If you have any doubts about a message or phone call from us being 
genuine, please contact us to check, using the details from our current 
website: Infected Blood Compensation Authority 
(https://www.gov. pensation-
authority)

Always report suspicious text messages or scam calls free of charge by 
texting 7726. 

Your provider can find out where the text came from and block or ban the 
sender. 

You can report fraud or cyber crime any time at vww.actionfraud.police.uk 
fhttp://www.actionfraud.police.uk/) or call 0300 123 2040. In Scotland, report it 
to the Police by calling 101. If you are a victim of fraud, report it to your 
bank. 
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